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Abstract of the contribution:It is proposed that 5GS provides mechanism so that DN authorization does not performed again when the PDU session anchor is relocated in SSC mode 2 to minimize service interruption time.
Discussion
At the PDU session establishment, the SMF may determine that DN authorization is required and the SMF passes the authentication / authorization information of the UE to the DN. If UE/user has not provided authenetication / authorization infomration, the SMF rejects the PDU session establishment request.
In SSC mode 2, the network may trigger the release of the PDU session and instruct the UE to establish a new PDU session to the same data network. If the previous PDU session was authrized by the DN, the UE needs to perform DN authorization again. This may require UE/user interaction and cause PDU session setup delay. As a result a user may suffer from service interruption.
Observation 1: If a PDU session anchor of a PDU session authorized by DN is relocated, DN authorization needs to be performed again. It may degradate user expierance. 
In order to solve above problem, the simplest solution is limiting SSC mode of a PDU session if it requires DN authorization, e.g. the network does not allow SSC mode 2 PDU session if the PDU session is aurhorized by DN. However, such limitation is not desirable because it limits 5GS capability (e.g. providing efficient data path) for some services.
Another solution is keeping session context related with DN aurhorization when the PDU session is released for anchor relocation. Then the SMF may skip DN aurhorization based on the session context and notify the DN that a new prefix or address has been assigned to the UE.
Proposal 1: When the PDU session anchor is relocated in SSC mode 2, the network provides mechanism so that DN authorization does not performed again and notify the DN that a new prefix or address has been assigned to the UE.

In order to support above behaviour, there can be two candidate solutions:
1. AMF selects the same SMF when new PDU session is established or;
2. New SMF fetch context from old SMF or UDM
Either way session context should be kept in the SMF/UDM for a while until new PDU session is established even though the PDU session is released. Because the SMF knows that the PDU session is authorized by DN, the SMF can defer deleting PDU session context in the SMF and in the UDM when releasing user plane resources for PDU session anchor relocation. This behaviour does not change any other network functions such as AMF.
Proposal 2: When PDU session anchor of PDU session with SSC mode 2 is relocated, the SMF may defer deleting PDU session context in the SMF itself and in the UDM if the PDU session is authorized by DN.
As stated above, there are two candidate solution. First one is encofcing to select the same SMF when new PDU session is established. If we enforce to select the same SMF when PDU session anchor is relocated, it may limit the flexibility of network because SMF should be maintained regardless of UE mobility even if there exists more suitable SMF close to the UE. So selecting the same SMF is not a good solution. Also we need to introduce mechasim to enforce the AMF to select the same SMF.
Observation 2: Enforcing to select the same SMF may limit the flexibility of network and requires additional mechanism.
Another candidate solution is fetching context from old SMF or UDM. It can be easily implemented by utilizing existing procedure. 
[image: ]
UE-requested PDU Session Establishment for non-roaming and roaming with local breakout
As shown in above figure, the SMF gets subscription data from UDM. During this procedure, the SMF may retrive old SMF id or session context based on old PDU session ID sent by the UE.
The remaining issue is whether DN authorization related contexts can be stored in the UDM or not. If it can be stored in the UDM, there is no need to exchange contexts between SMFs which clearly reduces signalling. We have no strong view and proposes to decide one method.
Proposal 3: Decide whether DN authorization related contexts can be stored in the UDM or not.
Proposal 4: If DN authorization contexts can be stored in the UDM, new SMF fetches context from the UDM. Otherwise, new SMF fetches context from the old SMF.
Following proposal is based on context exchange between SMFs.

Proposal
Based on the above discussion the following changes to TS 23.502 are proposed.

* * * * Start of 1st Change * * * * 

[bookmark: _Toc484168158]4.3.2.2.1	Non-roaming and Roaming with Local Breakout
This clause specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to establish a new PDU session as well as to hand over an existing PDU Session between 3GPP access and non-3GPP access.
In case of roaming, the AMF determines if a PDU session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.


Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout
The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.
1.	From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, N1 SM information).
	In order to establish a new PDU session, the UE generates a new PDU Session ID.
	The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.
	The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access.
	The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.
	The N1 SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN.
	If this procedure is triggered by SMF in order to relocate PDU session anchor serving a PDU session of SSC mode 2 and the PDU session is authorized by the DN, the UE includes an old PDU Session ID within the N1 SM information (e.g. PDU Session Establishment Request).
	The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN).
2.	The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID that is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU session according to the UE subscription. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2. The AMF stores an association of the PDU session ID and the SMF ID.
	The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context from UDM does not contain an SMF ID corresponding to the DNN constitutes an error case.
3.	From AMF to SMF: SM Request (Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information (PDU Session ID, PDU Session Establishment Request), User location information, Access Technology Type, PEI).
	The AMF ID uniquely identifies the AMF serving the UE. The N1 SM information contains the PDU Session Establishment Request received from the UE. The PEI (Permanent Equipment Identifier) is defined in 23.501 [2] clause 5.9.3.
4a.	SMF to UDM: Subscription Data Request (Subscriber Permanent ID, DNN).
	If the Request Type in step in step 3 indicates "Existing PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access. The SMF identifies the existing PDU Session based on the PDU Session ID.
	If the SMF has not yet retrieved the SM-related subscription data for the UE related with the DNN, the SMF requests this subscription data.
	If the UE included old PDU Session ID within the N1 SM information (e.g. PDU Session Establishment Request), the SMF retrieves old SMF address in the subscription context from UDM and requests the old PDU session contexts from the old SMF.
4b.	UDM to SMF: Subscription Data Response.
	Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.
Editor's note:	Further detailing of SM-related subscription data is FFS.
	The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request via NAS SM signalling (including a relevant SM rejection cause) relayed by the AMF, the SMF indicates to the AMF that the PDU session ID is to be considered as released and the rest of the procedure is skipped.
5.	SMF to DN via UPF
	If the SMF needs to authorize/authenticate the establishment of the PDU session as described in clause  5.6.6 of TS 23.501 [2], the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU session establishment authentication/authorization as described in clause 4.3.2.3.
	If the PDU session establishment authentication/authorization fails, the SMF terminates the PDU session establishment procedure and indicates a rejection to the UE.
	If the SMF successfully gets the old PDU session contexts from the old SMF, the SMF may skip authentication/authorization of the PDU session and notify the DN that a new prefix or address has been assigned to the UE.
6a.	If dynamic PCC is deployed, the SMF performs PCF selection.
6b.	The SMF may initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session. If the Request Type in step 3 indicates "Existing PDU Session", the PCF initiates a PDU-CAN Session Modification instead.
Editor's note:	The purpose of step 5 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 5 can be skipped.
7.	If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. For Unstructured PDU Type the SMF may allocate an IPv6 prefix for the PDU session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.9.4.
8.	If dynamic PCC is deployed and the PDU-CAN Session Establishment has not yet been done, the SMF initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session. Otherwise, if Request Type is "initial request" and dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF initiates PDU-CAN Session Modification and provides the allocated UE IP address/prefix to the PCF.
9.	If Request Type indicates "initial request" and step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:
9a.	The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step.
9b.	The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.
10.	SMF to AMF: SM Response (Cause, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address))).
Editor's note:	It is FFS how the AMF and SMF associate the N11 transactions with a corresponding UE context.
	The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:
	The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU session.
	The QoS Profile provides the (R)AN with the mapping between QoS parameters and QoS Flow Identifiers. Multiple QoS profiles can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.
	The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU session for the UE.
	The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.
	Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.
	The SM Response further contains PDU Session ID and information allowing the AMF to know which the target UE as well to determine which access towards the UE to use.
NOTE:	The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.
Editor's note:	Further studies are needed to determine the nature of the information allowing the AMF to determine which access towards the UE to use.
11.	AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, PDU Session Establishment Accept)).
	The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.
12.	(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the Authorized QoS Rules for the PDU Session request received in step 10.
	(R)AN also allocates (R)AN N3 tunnel information for the PDU Session.
	(R)AN forwards the NAS message (PDU Session ID, N1 SM information (PDU Session Establishment Accept)) provided in step 10 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.
13.	(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, (R)AN Tunnel Info, List of accepted/rejected QoS profile(s))).
	The (R)AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU session.
14.	AMF to SMF: SM Request (N2 SM information).
	The AMF forwards the N2 SM information received from (R)AN to the SMF.
Editor's note:	It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.
15a.	If the N4 session for this PDU Session was not established already, the SMF initiates an N4 Session Establishment procedure with the UPF. Otherwise, the SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info and CN Tunnel Info. The CN Tunnel Info only needs to be provided if the SMF selected CN Tunnel Info in step 8.
NOTE:	If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access, the downlink data path is switched towards the target access in this step.
15b.	The UPF provides a N4 Session Establishment/Modification Response to the SMF.
16.	SMF to AMF: SM response (Cause).
	After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.
Editor's note:	It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.
17.	SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
18.	If the PDU Session Establishment request is due to a handover between 3GPP access and non-3GPP access, i.e. the Request type is set to "existing PDU Session" the SMF executes the steps X-Y specified in clause 4.3.4 in order to release the user-plane over the source access (3GPP or non-3GPP access).
Editor's note:	The exact reference to steps of network initiated PDU session release procedure will be defined when the procedure is available.
19.	If the SMF identity is not included in step 4b by the UDM in the DNN subscription context, the SMF invokes the "UDM_Register UE serving NF" service (described in 5.2.3.1) including the SMF address and the DNN. The UDM stores the SMF identity, address and the associated DNN.
If during the procedure the PDU session establishment is not successful, the SMF informs the AMF. Once the AMF associates an SMF with a PDU session ID, the SMF is automatically subscribed to notifications of incoming N1 signalling associated with this PDU session ID. These notifications automatically provide any User Location information and Access Type that the AMF has received from the (R)AN in association with N1 signalling.

* * * * Start of 2nd Change * * * * 

[bookmark: _Toc484168166]4.3.4.2	UE or network requested PDU session release for Non-Roaming and Roaming with Local Breakout
Figure 4.3.4.2-1 captures both the UE requested PDU session release procedure and the network requested PDU session release procedure. The procedure allows the UE to request the release of one PDU session. The procedure also allows the SMF or PCF to initiate the release of a PDU session. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.
Editor's note:	Further studies are needed to determine the nature of the information allowing the AMF to know which UE is the target of the SMF request as well to determine which access towards the UE to use
Editor's note:	Alignment of message naming with the procedures for PDU session establishment is needed.
Editor's note:	The names of N11 Message are FFS.



Figure 4.3.4.2-1: UE or network requested PDU session release for non-roaming and roaming with local breakout
1.	The procedure is triggered by one of the following options:
1a.	The UE initiates the UE requested PDU session release procedure by the transmission of an N1 SM PDU Session Release Request (PDU Session ID) message. The N1 message is forwarded by the (R)AN to the 5G Core with an indication of User Location Information. This message is relayed to the SMF corresponding to the PDU Session ID via N2 and the AMF.
NOTE 1:	Depending on the access type, when the UE is in CM-IDLE state, the UE can trigger a Service Request procedure before being able to release the PDU session.
1b.	The PCF may initiate the PDU-CAN Session modification procedure to request the release of the PDU session.
1c.	The SMF may decide to release a PDU session e.g. based on a request from the DN (cancelling the UE authorization to access to the DN) or based on a request from the UDM (subscription change) or from the OCS. The release procedure also may be triggered based on locally configured policy (e.g. the release procedure may be related with the UPF relocation for SSC mode 2 / mode 3).
	If the SMF receives one of the triggers in step 1a ~ 1c, the SMF starts PDU session release procedure.
2.	The SMF releases the IP address / Prefix(es) that were allocated to the PDU session and releases the corresponding User Plane resources:
2a.	The SMF sends an N4 Session Release Request (N4 Session ID) message to the UPF. The UPF shall drop any remaining packets of the PDU session and release all tunnel resource and contexts associated with the N4 Session.
2b.	The UPF acknowledges the N4 Session Release Request by the transmission of an N4 Session Release Response (N4 Session ID) message to the SMF.
NOTE 2:	If there are multiple UPFs associated with the PDU session, the Session Release Request procedure (steps 2a and 2b) is done for each UPF.
3.	
The SMF sends an N11 Request message to the AMF (N2 SM Resource Release request, N1 SM Information (PDU Session Release Command))
	The SMF creates an N1 SM Information including PDU Session Release Command message (PDU Session ID, Cause). The Cause may indicate a trigger to establish a new PDU session with the same characteristics (e.g. when procedures related with SSC mode 2 are invoked).
NOTE 3:	SSC mode 2 is defined in TS 23.501[2] clause 5.6.9.
	If the UP connection of the PDU session is active, the SMF shall also create an N2 SM request to release the (R)AN resources associated with the PDU session (N2 Resource Release request (PDU Session ID)).
	The SMF sends an N11 message to the AMF (N2 SM Resource Release request, N1 SM Container (PDU Session Release Command),"N1 SM delivery can be skipped" Indication) message to the AMF. The "N1 SM delivery can be skipped" Indication tells the AMF whether it may skip sending the N1 SM container to the UE (e.g. when the UE is in CM-IDLE mode).
Editor's note:	It is FFS whether this takes the form a Namf_Message Transfer (SMF): The SMF requests Namf_Message Transfer service of the AMF defined in Clause 5.2.2.4 to sends N1 SM and N2 SM messages to the UE and (R)AN.
NOTE 4:	If the procedure is triggered to relocate PDU session anchor of a PDU session with SSC mode 2, the SMF is assumed not to include the "N1 SM delivery can be skipped" Indication.
Editor's note:	It is FFS whether a Release Indication to explicitly delete the association of PDU Session ID and serving SMF ID within the AMF is added to the SMF request. This would allow skipping step 9 when the UE is in CM-IDLE state and "N1 SM delivery can be skipped" is included in the N11 message.
Editor's note:	It is FFS whether "N1 SM delivery can be skipped" Indication is required.
4.	If the UE is in CM-IDLE state and "N1 SM delivery can be skipped" Indication is included in the N11 message, the AMF acknowledges the step 4 and steps 5 to 7 are skipped.
NOTE 5:	The UE and the 5GC will get synchronized about the status (released) of the PDU session at the next Service Request or Registration procedure.
	Otherwise, if the UE is in CM-IDLE state and "N1 SM delivery can be skipped" is not indicated, the AMF initiates the network triggered Service Request procedure to transmit the N1 SM Information to the UE..
	If the UE is in CM-CONNECTED state, then the AMF transfers the message received from the SMF in step 4 (N2 SM Resource Release request, N1 SM Information) message to the (R)AN.
5.	When the (R)AN has received an N2 SM request to release the AN resources associated with the PDU session it issues AN specific signalling exchange(s) with the UE to release the corresponding AN resources.
	In case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE releasing the RAN resources related to the PDU session.
	During the this procedure, the (R)AN sends any NAS message (N1 SM PDU Session Release Command ) received from the AMF in step 5.
	The UE acknowledges the PDU Session Release Command by sending a PDU Session Release Ack message via N1 SM signalling sent over the (R)AN.
6.	[Conditional] If the (R)AN had received a N2 SM request to release the AN resources, the (R)AN acknowledges the N2 SM Resource Release Request by sending an N2 SM Resource Release Ack (N1 SM Information (PDU Session Release Ack), User Location Information) Message to the AMF.
	Otherwise, the (R)AN just forwards the N1 SM Information (PDU Session Release Ack) from the UE to the AMF.
7.	The AMF sends N11 Response message (an N2 SM Resource Release Ack) to the SMF.
8.	The SMF notifies the AMF that the PDU session is released. The AMF and SMF shall remove all contexts (including the PDU session ID) associated with the PDU session.
	The SMF may defer removing session context in the SMF and UDM if this procedure is triggered to relocate PDU session anchor serving a PDU session of SSC mode 2 and the PDU session is authorized by DN. The SMF removes its context after sending UE session context to other SMF and invokes the “Nudm_Subscriber Data_Purge” service to remove session context in the UDM.
Editor's note:	It is FFS whether this takes the form of a Nsmf_ PDU Session Event Report Notification (AMF): The SMF sends (N11 Message) PDU Session Event Report Notification as defined in Clause 5.2.8.1 to the AMF; the event trigger is PDU session release.
9.	If Dynamic PCC applied to this session the SMF initiates the PDU-CAN session termination procedure.
	SMF notifies any entity that has subscribed to User Location Information related with PDU session change
	If it is the last PDU session it is handling for the UE the SMF releases the association with the UDM.
NOTE 6:	The order with which SMF releases the resources is implementation dependant.

* * * * Start of 2nd Change * * * * 

[bookmark: _Toc484168170]4.3.5.1.1	PDU session anchor relocation for SSC mode 2 with single PDU session anchor
The following procedure is triggered by SMF in order to relocate PDU session anchor serving a PDU session of SSC mode 2 for a UE when neither multi-homing nor UL CL applies to the PDU session. This procedure releases the existing PDU session associated with an old PDU session anchor (i.e. UPF1 in figure 4.3.5.1-1) and immediately establishes a new PDU session with a new PDU session anchor (i.e. UPF2 in figure 4.3.5.1-1) to the same DN, which is controlled by the same SMF.


Figure 4.3.5.1.1-1: PSA relocation for a PDU session with SSC mode 2 in single PSA case
1.	The SMF determines that the serving UPF needs to be relocated due to events that may benefit from UPF relocation.
2.	The SMF sends a NAS message to the UE via the AMF. The NAS message contains the PDU session ID that needs to be relocated with an indication that a PDU session re-establishment to the same DN is required.
3.	The SMF performs PDU session release procedure described in clause 4.3.4. The SMF may defer removing of UE context in the SMF and UDM as in step 8 of clause 4.3.4.2.
4.	The UE initiates PDU session establishment procedure. Then, the AMF forwards this session establishment request received from the UE to the same SMF, so that the SMF can select a new UPF (i.e. UPF2) for the re-established PDU session of SSC mode 2.If the PDU session is authorized by the DN, the UE includes old PDU Session ID in the PDU session establishment request message so that the SMF can retrive old SMF information from the UDM. The SMF gets old SMF ID from the subscription data in the UDM using the old PDU session ID sent by the UE. If the SMF successfully gets the old PDU session contexts from the old SMF, the SMF may skip DN authirzation and notify the DN that a new prefix or address has been assigned to the UE and old prefix or address is released. The old SMF removes its context after sending UE context to the new SMF and requests UDM to perge UE subscriber data.
Editor's note:	It is FFS whether step 2 and 3 can be merged.
Editor's note:	It is FFS whether step 3 is different from the PDU session release procedure described in Clause 4.3.4.
Editor's note:	It is FFS how to select the same SMF in step 4 for the re-established PDU session.
Editor's note:	It is FFS whether the previous PDU session ID is reused for the re-established PDU session.
Editor's note:	It is FFS whether step 3 and 4 can be executed in parallel.

* * * * End of Changes * * * *
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It is proposed 


that 5GS provides 


mechanism so that DN authorization does not 


performed 


again 


when the PDU session anchor is relocated in SSC mode 2


 


to minimize service interruption 


time


.


 


Discussion


 


At the PDU


 


session establishment, the SMF may determine that DN authorization is required a


nd the SMF passes the 


authentication / authorization information of the UE to the DN. 


If UE/user has not provided authenetication / 


authorization infomration, the SMF rejects the PDU session establishment request.


 


In SSC mode 2, 


the network may trigger the


 


release of the PDU 


s


ession and instruct the UE to 


establish a new PDU 


session to the same 


data network


.


 


If the previous PDU session was authrized by the DN, the UE needs to 


perform DN 


authorization again. 


This may require 


UE/


user interaction and cause PDU


 


session setup delay. As a result 


a user may 


suffer from service interruption.


 


Observation


 


1


: If a PDU session anchor of a PDU session aut


horized by DN is relocated, DN authorization needs 


to be performed again. It may degradate user expierance. 


 


In order to solve above problem, the simplest solution is 


limiting SSC mode 


of a PDU session 


if 


it requires DN 


authorization, e.g. the network does not allow SSC mode 2 PDU session if the PDU session is aurhorized by DN. 


However, such limitation is not des


ir


able because it limit


s


 


5GS 


capability (e.g. providing efficient data path) 


for some 


services.


 


Another solution is 


keeping session context related with DN aurhorization


 


when the PDU session is released for anchor 


relocation


. 


Then the SMF may skip DN 


aurhorization based on the session context


 


and notify the DN that a new prefix 


or address has bee


n


 


assigned to the UE


.


 


Proposal 1: 


W


hen the PDU session an


chor is relocated in SSC mode 2, t


h


e 


network provides mechanism so that 


DN authorization 


does not


 


performed 


again 


and notify the DN that a new prefix or addr


ess has been assigned to 


the UE.


 


 


In order to support above


 


behaviour, 


there 


can be 


two


 


candidate solutions:


 


1. 


AMF selects the same SMF when new PDU session is established


 


or;


 


2. New SMF fetch co


ntext from old SMF


 


or UDM


 


E


i


ther way 


session context should be kept in the SMF


/UDM


 


for a while


 


until new PDU session is established


 


even 


though the PDU session is released
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Because the SMF knows that the PDU session is authorized by DN, the SMF can 


defer deleting PDU session context 


in the SMF and in the UDM


 


when releasing 


user plane resources


 


for PDU session 


anchor relocation


.


 


This behaviour does not change any other network


 


functions such as AMF.


 


Proposal 


2


: When PDU session anchor


 


of PDU session with SSC mode 2


 


is relocated, the SMF 


may 


defer 


deleting 


PDU session context


 


in the SMF itself and in the UDM


 


if the PDU session is authorized by DN.


 


As stated above, there are two 


candidate solution. First one is encofcing to select the same SMF when new PDU session 


is established. 


If we 


enforce to


 


select the same SMF when PDU session anchor is relocated, 


it may 


limit the flexibility 


of network because SMF should be maintained regardless of UE mobility even if there exists more suitable SMF close 
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